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CryptoScan Platform (“CryptoScan Platform”, “we”) respect the privacy of users of

www.cryptoscan.ai. The Website uses technologies such as cookies and scripts to make the website

better and easier to use. This Cookie Policy provides information about the cookies and similar

technologies that we and our partners use on the Website. To review the Website’s Privacy Policy,

please click here.

1. Your Consent

By continuing to use the Website, you are consenting to our and our partners’ placement of cookies

on your computer or other device and our use of similar technologies for the purposes described

below. You may withdraw your consent to cookies at any time by following the instructions in the

section below titled “Your Choices,” but you will need to delete previously placed cookies using your

web browser settings. You may also opt out of certain third-party cookies using the links provided in

the section below titled “How We Use Cookies and Similar Technologies.”

2. What are Cookies and Similar Technologies?

A cookie is a small text file that is stored on your computer or other device. Unless you have adjusted

your browser setting so that it will refuse cookies, we or our partners may use cookies when you visit

our Website.

First- and third-party cookies: A cookie may be referred to as a first- or third-party cookie depending

on the domain placing the cookie. First-party cookies are those set by a website, such as us and our

Website, that is being visited by the user at the time. Third-party cookies are cookies that are set by a

domain other than that of the website being visited by the user, such as by one of our partners, as

described below. If a user visits a website and another entity sets a cookie through that website, this

would be a third-party cookie.

Persistent cookies: These cookies remain on a user’s device for the period of time specified in the

cookie. They are activated each time that the user visits the website that created a particular cookie.

Session cookies: These cookies allow website operators, like us, to link the actions of a user during a

browser session. A browser session starts when a user opens the browser window and finishes when

the browser window is closed. Session cookies are created temporarily. Once you close the browser,

all session cookies are deleted.

Web beacons, tags, pixels, clear gifs, JavaScript, and links in emails: The Website or the emails that

you receive from us may use an application known as a “web beacon” (also known as a “tag,” “pixel,”

or “clear gif”) and similar technologies. A web beacon is a string of HTML or JavaScript code

embedded in a website or email that provides a method for transferring data to a company’s servers.

For example, it may load a single-pixel image that permits us or our partners to generate a record of

your visit and set or read cookies. This allows us to understand the features you use or the pages you

visit on our Website and whether you have opened a particular email. Similarly, clicking the links in

our emails may generate a record that you have read the email and clicked on the link.

Local storage: We may store data within your web browser’s local storage for purposes similar to

those used for cookies. When you delete or clear cookies from your browser, you will not necessarily

delete the data stored in local storage on your computer.
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3. HowWe Use Cookies and Similar Technologies

We and our partners may use the following cookies and similar technologies on our Website:

A. Our Website uses Google Analytics.

For more information about Google Analytics cookies, please see Google’s help pages and privacy

policy:

• Google’s Privacy Policy

• Google Analytics Support pages

Google has also developed the Google Analytics opt-out browser add-on for the Google Analytics

JavaScript (ga.js, analytics.js, dc.js). If you want to opt out of Google Analytics, you can download and

install the add-on for your web browser here.

B. Hotjar cookies and scripts, including:

• _hjIncludedInSample Hotjar is a technology service that helps us better understand our

users’ experience (e.g., how much time they spend on which pages, which links they

choose to click, what users do and don’t like, etc.), and this enables us to build and

maintain our service with user feedback. Hotjar uses cookies and other technologies to

collect data on our users’ behavior and their devices (in particular, IP addresses in

anonymized form, device screen size, device type, browser information, country, and

language). Hotjar stores this information in a pseudonymized user profile. Neither Hotjar

nor we will ever use this information to identify individual users or to match it with

further data on an individual user. For further details, please see Hotjar’s privacy policy by

clicking on this link.

You can opt-out of the creation of a user profile, Hotjar’s storing of data about your usage

of our site and Hotjar’s use of tracking cookies on other websites by following this opt-out

link.

C. Facebook Share cookies. The Website may provide the ability for users to share content on

Facebook through a button at the bottom of blog posts. Facebook may collect information related to

your sharing. For more information, please read Facebook’s cookie policy. You may be able to opt-out

of the use of Facebook cookies from the privacy settings within your Facebook account.

Your Choices

In addition to the choices provided above for certain third-party cookies, most web browsers allow

you to change your settings for cookies, local storage, and other site data. These browser settings are

usually found in the “Settings,” “Options,” or “Preferences” menu of your web browser. To understand

these settings, the following links may be helpful. Otherwise you may be able to find more

information through the “Help” section of your web browser.

• Cookie settings in Internet Explorer

• Cookie settings in Firefox

• Cookie settings in Chrome

• Cookie settings in Safari

You can also delete or block the use of cookies and local storage on some or all sites by activating the

relevant settings on your browser. However, if you delete or block all cookies or local storage, some
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features on the Website may not be available to you. Please note that we do not honor “Do Not

Track” and similar signals at this time. For further information about cookies, please visit:

http://www.aboutcookies.org.
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